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1. O que é Bug Bounty?

Bug Bounty é o processo no qual um usuário busca falhas de segurança e bugs em grandes plataformas com o objetivo de reportar esses bugs em troca de um valor monetário oferecido pelas mesmas.

1. Como foi implementado o Bug Bounty no mercado?

O Bug Bounty foi implementado pelas grandes empresas de tecnologia e plataformas como Microsoft, Facebook e Google como uma forma de encontrar brechas de segurança e bugs críticos em seus serviços, recompensando os usuários e hackers éticos que encontraram tais falhas.

1. Quais os valores de Bug Bounty no Brasil?

No Brasil o Bug Bounty já teve o envolvimento de mais de 1500 testers, que juntos já encontraram mais de 250 vulnerabilidades, com o setor nacional sendo impulsionado por plataformas como Bughunt, Hackerone e BugCrowd.

1. Quais as vantagens do Bug Bounty?

A principal vantagem do Bug Bounty para as plataformas é que ele oferece uma forma delas descobrirem e corrigem possíveis brechas de segurança e erros antes que mais usuários do grande público possam utilizá-los como exploits ou invasões.

1. Cite pelo menos duas verdades sobre Bug Bounty.
   1. O Bug Bounty ainda é visto com desconfiança pelas empresas.
   2. O Bug Bounty é praticado por hackers éticos que utilizam de técnicas de hacking e pentest para encontrarem bugs e vulnerabilidades nos sistemas.
2. Como o Bug Bounty pode buscar falhas no sistema?

O Bug Bounty pode encontrar falhas no sistema a partir da pesquisa e identificação de possíveis pontos de falha.

1. O Bug Bounty é considerado ilegal? Justifique a sua resposta.

A legalidade do Bug Bounty depende de como o mesmo for utilizado, pois em casos de chantagem, não autorização para a prática ou quebra de acordos ela passa a ser considerada uma prática ilegal.